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Introduction

Welcome to XL Guard, by XLforms.

Purpose

XL Guard is the application which allows you to easily ensure the security of your
workbooks and spreadsheets in a user-friendly interface. With our proprietary
User Access List (UAL) you can set access for up to 20 individual users to a single
workbook. This program is intended for personal or professional use.

This manual is intended to provide all the information needed to successfully
download and use the XL Guard application.

General Information
All XLforms products require Microsoft Excel desktop edition to function.

You will need a computer running Microsoft Windows 7, 8, or 10 operating
system with Microsoft Excel 2007, 2010, 2013, 2016, 2019 or 365 desktop editions
installed (please note that Excel Web & Mac editions are not supported).

We strongly recommend that you update Microsoft Windows and Microsoft
Office before installing any applications. XLforms applications only support
English (United States) at this time.

This application is not compatible with Apple/Mac devices at this time.
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Security Information & Requirements

In a world of ever-increasing computer security threats, we at XLforms find
ourselves challenged with seamlessly blending our code with Microsoft software
requirements, Antivirus software, and other related software demands.

Furthermore, it's our duty to inform our customers of such new requirements,
while at the same time making sure that our applications perform as advertised.

In this manual we will address all related security issues that have been reported
to us, and we will explain how to install and run our application while complying
with the latest industry demands.

Antivirus Security Notes
All XLforms applications include industry standard trusted signed certificates.

Antivirus software may hinder the installation of our product. If you get a
false-positive detection from the antivirus and if the application fails to install,
you will need to temporarily disable your antivirus software (see instructions
below) and then try to install again. Remember to reactivate your antivirus
upon successful installation.

To reduce antivirus false-positive detections, you may need to add our
application’s folder location and the folder path where you want to save
your future workbooks to the antivirus software’s exception list(see instructions
below).

Microsoft Excel Security Notes

XLforms' applications are developed for Microsoft Excel using Microsoft Visual
Basic for Applications (VBA) programming language.

As a result, it requires you to enable Excels' macros (see instructions below),
and preferably, add the path where you plan to save your macro enabled
workbooks to Excel's Trusted Locations list (see instructions below).

x I=— PROTECT YOUR DATA FROM PRYING EYES 3
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Set your Antivirus to run XLforms applications

In the example below, we are using Windows Security (Windows Defender)

Temporarily disable your Antivirus:

Open Windows Security (with Windows 10, you can type it in to the search bar).
Select Virus & threat protection.

Click Manage Settings (1).

Windows Security
Scan options
Allowed threats
= Protection history
i}
|o ®n Virus & threat protection settings
Tamper protection is off. Your device may be vulnerable.
R
Turn on
«
Manage settings
= S °
Dismiss
=
@ 5 kil .
~o Virus & threat protection updates
gk Security intelligence is up to date.
Last update: 7/26/2021 10:40 AM
XY
Check for updates
—
x IEFn_s PROTECT YOUR DATA FROM PRYING EYES
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Under the Real-time protection section, click the On (2) switch ¢D o
(assuming it's set to on) to pause real-time scanning.

Note: You may get a message "Do you want to allow this app to make changes
to your device?" Select yes to continue.

The switch position should show Off (2)

Windows Security
Defender Antivirus.

&
Real-time protection

@ Locates and stops malware from installing or running on your device. You
can turn off this setting for a short time before it turns back on
automatically.

|O

& Real-time protection is off, leaving your device vulnerable.

A @Oﬁe

)

8 . .
Cloud-delivered protection
a Provides increased and faster protection with access to the latest
protection data in the cloud. Works best with Automatic sample
2 submission turned on.
Al @ or
&

Add XLforms application files to the Antivirus exception list:

While you are on the Manage settings page, scroll down to the
Exclusion section and click on Add or remove exclusions (3)

Windows Security

&

Manage Controlled folder access

A Exclusions

Microsoft Defender Antivirus won't scan items that you've excluded.
I O Excluded items could contain threats that make your device vulnerable.

Q Add or remove exclusions e

A Notifications

Microsoft Defender Antivirus will send notifications with critical
information about the health and security of your device. You can specify
which non-critical notifications you would like.

Change notification settings

Have a question?

& sl

x I==— PROTECT YOUR DATA FROM PRYING EYES 5
forms



Back To Top

Click on Add an exclusion (4) and then click on Folder (5).

Windows Security - [m] X
e .
Exclusions
N Add or remove items that you want to exclude from Microsoft Defender
Antivirus scans.
i
|o
R +  Add an exclusion o
«
File
= EAXL\X ses\XL Guard\XLG 22.07\Std_Wg\XL...
File Folder e
a File type
EAXL\X ses\XL Guard\XLG 22.07\Std_Wg\XL...
D File Process
B E\XL
Folder
&

Next, navigate to XLforms’ default applications folder location under
"C:\Programs Files (x86)" (6), select "XL Forms" (7) and then click on
Select Folder (8) button.

Select Folder X
<« v 4 | G v | [¢) Search Program Files (x86 el
Organize v New folder B v (7]

et Unspecified (79)

B Desktop Windows Multimedia Platform

|Z] Documents Windows NT

¥ Downloads Windows Photo Viewer

J) Music Windows Portable Devices

= Pictures Windows Sidebar

i Videos WindowsPowerShell

2, Win10 (C) XL Forms 0

#a Asus (D)

w= Excel (E) M X

Folder: | XL Forms

bof) Select Folder

Cancel

We recommend that you create a folder to store your safe Excels' macro
enabled files. For example: crate a new folder in c: drive and name it "My Safe
Excel Files". Next, repeat the above steps 4-8, and add the new folder path
"C:\My Safe Excel Files" to the antivirus folders exclusion list.

Remember to reactivate your antivirus upon successful installation!

xE==
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Set Microsoft Excel security

Turn on Excel's macro settings:

Open Excel, Click File > Options.

1. Select Trust Center from the left side options.

2. Click Trust Center Settings on the right side.

3. Select Macro Settings from the left options.

4. Select Disable all macros with notification on the right side.

5. Select Trust access to the VBA project object model on the right side.

Trusted Publish
et L Macro Settings

Trusted Locations
) Disable all macros without notification

Trusted Documents : . N
® Disable all macros with notification
Trusted Add-in Catalogs gned macros

Disable all macros except digitally si

Add-ins Enable all macros (not recommended; potentially dangerous code can run)

ActiveX Settings

Developer Macro Settings

[] Trust access to the VBA project object model e

Protected View
Message Bar
External Content
File Block Settings
Privacy Options

Form-based Sign-in

Cancel

Click OK to accept your new settings and continue with setting Trusted
Locations.

x I==— PROTECT YOUR DATA FROM PRYING EYES 7
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Set Excel's Trusted Locations:

By default, new or unknown files are opened in Protected View by Excel, which
prevents our application from functioning properly.

If you know the new macro enabled file is from a reliable source, it’s better to
move the file to a trusted location, instead of changing the default Trust Center
settings to a less safe macro security setting. You should use a trusted location to
store your XL Guard workbook files to prevent the Trust Center from hindering the
normal behavior of our product or completely blocking it.

Add a trusted location:

Open Excel, Click File > Options.

1. Select Trust Center from the left side options.
2. Click Trust Center Settings on the right side.

X

General

Formulas

Data

Proofing

Save

Language

Ease of Access
Advanced
Customize Ribbon

Quick Access Toolbar

Add-ins

forms

@ Help keep your documents safe and your computer secure and healthy.

Security & more
Visit Office.com to learn more about protecting your privacy and security.
Microsoft Trust Center
Microsoft Excel Trust Center

The Trust Center contains security and privacy settings. These settings help keep your
computer secure. We recommend that you do not change these settings.

PROTECT YOUR DATA FROM PRYING EYES

( Trust Center Settings...

Cancel
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3. Select Trusted Locations from the left options.
4. Click Add new location on the right side.

T Publish
rusted Publishers Feaiod oo

Warning: All these locations are treated as trusted sources for opening files. If you change or add a location, make

Truste ents sure that the new location is secure.
Trusted Win Catalogs [Path | Description | Date Modified ~
User Locations
Add-ins \ N 10\ 11/4/2019 4:28 PM
: C:\Program Files (x86)' \ 10/31/2019 9:46 AM
Al
ctveX Settings C\urs\ \Desktop\Scaned Docs\ 7/24/20199:38 PM
Macro Settings v 6/26/2019 1:34 PM
Di\zSource\Visio Diagrams\ 2/23/2019 8:18 PM
Eroteciedivien EAXL 1/21/2019 12:35 PM
Message Bar Ci\..crosoft Office\Root\Office 16\STARTUP\  Excel default location: Office StartUp

.ata\Roaming\Microsoft\Exce\XLSTART\  Excel default location: User StartUp

.icrosoft Office\Root\Office6\XLSTART\  Excel default location: Excel StartUp
.ppData\Roaming\Microsoft\Templates\  Excel default location: User Templates
.(x86)\Microsoft Office\Root\Templates\  Excel default location: Application Templates

External Content

File Block Settings

Privacy Options Microsoft Office\Root\Office16\Library\  Excel default location: Add-ins
Form-based Sign-in Policy Locations

Path: A\ 10\

Description:

Date Modified: 11/4/2019 4:28 PM
Sub Folders:  Allowed

[ addnew location... | [ Remove | | Modify... |

[] Allow Trusted Locations on my network (not recommended)
[[] Disable all Trusted Locations o

0K Cancel |/

5. Click Browse and find the folder you previously crated for the Antivirus
exclusions list, select the folder and then click Ok.
6. Optionally: Select “subfolders of this location are also trusted”.

Trusted Publishers e o

Warning: All these locations are treated as trusted sources for opening files. If you change or add a location, make

Trusted Documents sure that the new location is secure.
Trusted Add-in Catalogs |Path | Description | Date Modified = |
User Locations
Add-ins \\ENGINEER10\XL Engineer 10\ 11/4/2019 4:28 PM
X . C:\Program Files (x86)\DoneEx\ 10/31/2019 9:46 AM
BIELEEEND C\ers\AdminAdrmin) Desk dDoc 7/24/2019 9:38 PM
Macro Settings | Microsoft Office Trusted Location ? X 6/26/2019 1:34 PM
) 0 2/23/20198:18PM
Protected View £ Warning: This location will be treated as a trusted source for opening files. If 1/21/2019 12:35 PM
¢ you change or add a location, make sure that the new location is secure. U
Message Bar T P
- P

External Content ¢ (C\Users' 1\Documents o

File Block Settings q ates
| Browse... | | Templates

fiziacy Options € &2 subfolders of this location are also trusted
Form-based Sign-in d Qeste

Date and Time Created: 7/25/2021 11:45 AM

a

OK Cancel
Patht WENGINEERTOWL Engineer 10V
Description:
Date Modified: 11/4/2019 4:28 PM
SubFolders:  Allowed
[ Addnew location... | [ Remove | | Modify...

[] Allow Trusted Locations on my network (not recommended)
[[] Disable all Trusted Locations

Click OK again to accept the new settings.

You are now ready to enjoy XLforms applications.

PROTECT YOUR DATA FROM PRYING EYES
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Install XL Guard

After purchasing the XL Guard Standard Edition on xlforms.com, you will receive
an .exe file to begin the download of your new application.

There is a possibility that when you first try to install the program, you will get a
pop-up that reads Windows protected your PC and see a button that says Don’t
run. This is something precautionary that Microsoft Defender does when it is
unfamiliar with a program. Click the "More info" on the pop-up and check if you
are familiar with the App name, and that the Publisher name is XLFORMS LLC. If
you see our information, continue with the installation as you normally would by
clicking on the newly added button that says Run Anyway.

[ o JOCRI Y U P —. pn——

Windows protected your PC

ognized app from

Once you have continued, you will receive a pop-up asking if you will allow the
program to make changes to your computer. Press Yes to continue.

If you have previously installed an older version of the XL Guard, you will be
asked if you would like to update the app with your current settings. If so, select
the Default option and click next. If you wish to change your settings, you may
select the Custom option, and you will be able to install the application as if for
the first time.

If you are installing the application for the first time, you will be asked to select
the location on your computer where you would like to store XL Guard. Select

x I==— PROTECT YOUR DATA FROM PRYING EYES 10
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your preferred file destination and continue, where you can choose to create a
desktop shortcut as well. This is highly recommended.

See the below images

- P B Setup - XL Guard Standard Ecition -
ion Select Additional Tasks
uld X1 Guard Standard Fdition be installed? Which additional tasks should be performed?

stall XL Guard Standard

ion into the fallowing folder Seleot the additional tasks you would ke Selup to perform while installing XL Guard Standard Eeition, then click Next

Next. if you would like (o select a different fokder, click Browse

Additional shortcuts:
CWsers'BilyDeskiopXL Guard Standard Edition Browse

|- Greate a deskiop shartout

Alleas! 663 NB ol Iree disk space 15 required.

After making these selections, click the Install button, and once the Setup
Wizard has completed the installation, click Finish to exit.

Getting Started

Now that the XL Guard Standard Edition has been successfully installed, open
the program via your preferred file destination or desktop shortcut if you elected
to create one.

This will open the XL Guard File Creator. The first time that you use the file
creator, you will be shown the End-User License Agreement. You must select |
Agree to be able to use the application.

After this, you will be shown a window with basic operating information about
your current version of the application, as well as this use manual. Any time you
wish to create a new protected XL Guard file, you will need to go to this window
and click Create New XL Guard File. Once you have done so, you will be able to
name your new protected workbook and save it in your preferred destination.

X I=— PROTECT YOUR DATA FROM PRYING EYES 11
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Now that you have created your workbook, open the new file, where you will
be prompted to log in.

When you first receive the XL Guard, the default login information is as follows:

Username: admin %

Login to: New XL Guard Standard Edition

Password: password

User Name | admin

THESE ARE CASE SENSITIVE fasgil | meeend

[+ Show Password

PROTECT YOUR DATA FROM PRYING EYES

Login ‘ User Manual ‘

Report Bug
& o
GUARD AUt

Standard Edition

After logging in, you will be able to update your login information to be unique
to you. Bear in mind that once you have updated your login information, you
are responsible for keeping it recorded.

If you lose your username and/or password, XLforms will not be able to recover them.

¥ ‘ Standard Ed. Version: STD 22.06
‘l ( IJI‘I{]) Date Last Saved: 5/24/2021 10:51
> J , Last Saved By: admin

Current Loged User: admin
PROTECT YOUR DATA FROM PRYING EYES

To manage this file, you have to activate your account! Click Here to activate.

This XL Guard File Information:

File Name: File Number:
Created By: Date Created:

Notes (Press Alt+Enter to add new line!):

Activation & License Management Switch User

This XL Guard

After logging into the application, you will be brought to the This XL Guard tab, but lets
start by going through the administrator’s responsibilities.

x I=— PROTECT YOUR DATA FROM PRYING EYES 12
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License and Activation

Before using any of the applications features, you must activate your user
license for the computer you will be using. You can do so either by clicking the
red Click Here on the This XL Guard tab or clicking the Activation & License
Management button.

You will be shown the below window, where you must select Log In and enter
the email and password that you used when first purchasing the application.
After doing so, you will be shown the number of licenses available on your
account, and click Activate to start using the application.

icenca Management x
Activation X

License Manager

@  x.euarp @ XL GUARD

Standard Edition

Standard Edition

You are currently not legged in.

Please loq T io:aacess e appilealionts:malh ediures: Log in to your XIForms account to activate the application

Log In Email: ‘

Password: ’

Forgot your password?

™ Show Password Login Exit

xE=

Please note that the programs’ basic features will function without an active
license, but in order to access any administrator rights, the license must be
installed on your device. If you get a new device and need to transfer your
license, simply click on the Activation & License Management button and log
out. The license will then be restored to your account and available for use on
another device.

Now that you’ve logged in with the default username and password, review the

Administrator tab and its functions before starting to use the application.

x I=— PROTECT YOUR DATA FROM PRYING EYES

forms

13



Back To Top

Administrator Tab

Admin Password

XLforms highly suggests to change the
default administrator credentials and
create a unigue username and
password by updating the credentials in
this tab, especially if this application is to
be shared with others users. Once you
have entered your preferred login
information, make sure to save the
application to ensure it is successfully
changed.

Activity Log

ADMINISTRATOR SETTINGS PAGE:

Show Activity Log

Administrator Name:

‘admin

Administrator Password:

‘password

The other main feature of the Administrator tab is the ability to review all user
activity. Any logins, user changes, saves, and other updates to files within the

workbook are recorded for the administrator’s records.

Click Shi LOG ACTIVITIES RECORDS:

Note: Log activities are printable.

Go Back ‘

Delete All Records ‘

User Name Information Timestamp
admin Saved Workbook 5/13/2021 14:30
admin Changed the password for account: Billy Bob 5/13/2021 14:18
admin Changed the password for account: James Macavoy 5/13/2021 14:18
admin Created a new user account: James Macavoy 5/13/2021 14:18
admin Created a new user account: Billy Bob 5/13/2021 14:18
admin Changed the password for account: Jason Segel 5/13/2021 14:18
admin Created a new user account: Jason Segel 5/13/2021 14:18
admin Changed the username for account: "Boop" to "Jennifer Anniston" 5/13/2021 14:17
admin Changed the username for account: "Beep" to "Will Smith" 5/13/2021 14:17
admin Changed the password for account: Boop 5/13/2021 14:17
admin Created a new user account: Boop 5/13/2021 14:17
admin Changed the password for account: Beep 5/13/2021 14:17
admin Created a new user account: Beep 5/13/2021 14:17
admin Logged In 5/13/2021 14:16

xE==

PROTECT YOUR DATA FROM PRYING EYES

14




Back To Top

MANAGE USER ACCOUNTS:
Maintain users accounts, in here you can:

Manage User ACCOUntS Tab Add, Remove or Reset-Password as needed.
Sort User Name

In addition to the Administrator tab, the owner of Veer Name —
the application is also the only user with access to L plsm 1
the Manage User Accounts tab, which is home to : JSETQSEEE' ban.
the User Access List (UAL). R xiien

7l
The UAL where the usernames and passwords for 8

o

all other users are stored. Here the administrator
can create new logins for employees, who later
can choose to update their password. In addition, 14
if a user is unable to keep track of their login
information, the administrator can come to this tab
to reset the user’s account.

o
= O

o
w N

=
o G

=

» LR ANETE I TS (cieI@ Manage User Accounts

Note: Users are strongly advised not to use passwords which they use on other devices and
applications, as these passwords are all visible to the administrator at all times.

x I=— PROTECT YOUR DATA FROM PRYING EYES 15
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This XL Guard Tab

This tab will act as a homepage for both the administrator and standard users of
the application.

File Information

When first using the application, you will likely want to start inserting information
about the particular workbook you are using. This information can include:

A unique descriptive name for the file

The name of the document creator

A unique number or code for the file depending on your record-keeping
preferences

The date that the workbook was created

Additional information or notes regarding the intended purpose or use for
the particular workbook

r ‘ Standard Ed. Version: STD 22.06
Date Last Saved: 5/13/2021 14:30
‘ J , Last Saved By: admin
Current Loged User: Jason Segel
PROTECT YOUR DATA FROM PRYING EYES
This XL Guard File Information:
File Name: Sample File Name File Number: 1
Created By: Admin Date Created: 05/13/21
Notes (Press Alt+Enter to add new line!):
This is a sample
Activation & Licence Management Manage Sheets Change Your Password Switch User

This XL Guard

The above image is taken from the view of a standard user

The top right corner of XL Guard Tab will display the current application version,
the last time the workbook was saved, the last user to save the workbook, and
the user currently logged in.

yd

"
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Once you have filled out the form to your satisfaction, you can scroll down to
insert additional information as needed, the Additional information section is
pictured below:

Additional information:

Custom Title: Custom Title:
Project Name: Name 1:
Street Address: Name 2:
City: Name 3:
State: Name 4:
Zip Code: Name 5:
Phone: Name 6:
Email: Name 7:
Custom Title: Custom Title:
Name 1: Name 1:
Name 2: Name 2:
Name 3: Name 3:
Name 4: Name 4:
Name 5: Name 5:
Name 6: Name 6:
Name 7: Name 7:
Switch User

If you need to switch user without closing the application, click the Switch User
button, on This XL Guard tab. You will be prompted to save the file before
logging out, this is highly recommended.

XL Guard X
XL Guard X

Login to: New XL Guard Standard Edition
0 You are about to log out. Do you want to save?

User Name | Jason Segel

Password | ilyMan

~
G Dont coue Show Password

PROTECT YOUR DATA FROM PRYING EYES

Login User Manual ‘

Report Bug ‘

@ XL

. GUARD o
Enter the desired username and password, About |
then click on the login button! standard Edition

x I=— PROTECT YOUR DATA FROM PRYING EYES 17
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Change Logged-in User Password

While the administrator is able to change their password through their personally
assigned tab, all standard users must use the Change Password button found on
the This XL Guard tab. After clicking the button, users will be presented the
following window, where they can update their password as desired.

Password Reset X

Note: Users are strongly advised not to use
passwords which they use on other devices
and applications, as these passwords are
all visible to the administrator at all times.

Reset Your Password

Enter your Old password | |

Enter your new password |

Verify your new password |

Manage Sheets

Now that all of your settings and information are in place, you can begin using
the application as intended. On the home page, the administrator and users
can click the Manage Sheets button to reach the following window:

Here users can create, import, arrange, duplicate, and delete new or existing

sheets. Users can also import
unprotected Sheets Manager X sheets from
other Microsoft Sheets Manager Excel
workbooks.

Import Sheet
L] e
Move Rename
TAB
Left Change Tab Color
Select
Sheet Copy Sheet

e Delete

TAB
Right Shortcuts (Alt+Underline)

j Close

x I=— PROTECT YOUR DATA FROM PRYING EYES 18
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XL GUAE

PROTECT YOUR DATA FROM PRYI

Sheets Manager

File Name:
Created By:

This is a sample

This XL Guard File Information:

Sample File Name
Admin

Notes (Press Alt+Enter to add new line!):

1

il STD 22.06
5/13/2021 14:30
Sheets Manager admin
Jason Segel
N New Sheet
Sheets List
Sample 1 Import Sheet
Sample 2 A
Sample 3 Re
e Rename
TAB
Left Change Tab Color
1
Select 05/13/21
Sheet Copy Sheet /13/
More Delete
TAB
Right Shortcuts (Alt+Underline)
]
Close

Activation & Licence

Crange yourt Switch User

SEets [

Rename: If you wish to rename a particular sheet, select that sheet from the list
and click the Rename button.

Rename Selected Sheet

What would you like to rename "Sample 1" to?

X You will see the following
window, where you can
Gancel update your sheet as desired.

x|E==

PROTECT YOUR DATA FROM PRYING EYES

Tab Color: If you want to give your new tabs
distinctive colors, select the corresponding
sheet from the list and click the Change Tab

Select the desired color from the new window
(see example to the right), then click OK. You
will see that the tab(s) at the bottom of the
page have updated to the selected color.

This XL Guard EElylell=N

Sample 3

Job 1 |
Colors ? X
Standard | Custom
e Cancel Color button.
~ . New
Current

19
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Other Features: In addition to the features described above, you can easily
duplicate or delete a selected sheet by
clicking the Copy Sheet or Delete buttons as

needed. Sheet List
Sample 2
e —
Sample 3
You may also change the arrangement of Move
tabs by using the arrow keys to the right of Left
the list. Select the sheet you wish to move, celoct
and press the up or down arrow until the Shest
sheet is in the position you wish it to be in. Move
TAB
Right
v

Import Sheets

Also present through the Manage Sheets button are the import option. If you
have other sheets or workbooks that you would like to protect using the XL
Guard Standard Edition, click the Import button to open a new window from
which you can select a workbook or sheet to import.

Once the window has opened, click the Select Workbook button, where you wiill
be able to choose the desired Excel file (.xIs, .xlsm, .xlsx, .xltm, etc.) from your file
explorer.

Import Worksheets X
Import worksheet(s) from another workbook: @ File Open x
For best results, please make sure that: « v 4 « » ThisPC » Data (D ) ) Search Data (D:
= The workbook you will import from is unprotected
= The workbook you will import from has no VBProject protection Organize = New folder |

= The sheets you will import are unprotected

= The sheets you will import are visible = This PC

# 3D Objects ExcelSafe

Selected Workbook: B Desktop 2Source
No Workbook Selected!  Documents 87 sample Workbook 2 Protected.xlsm
& bowalsad 13} Sample Workbaok 1.xdsm
lownloads
Select Workbook | J Music
= Pictures
E Videos

3. Local Disk (C3)

~ Data (D)

File name: [Sample Workbook 1.xlsm ~ | Excel Files (*xI*) =

Close \ Cancel

D]
[ |

x I=— PROTECT YOUR DATA FROM PRYING EYES 20
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After you select your Excel file and click
Open, the available sheets within the
workbook will appear in the list on the left.

Once you can see the available sheets,
you may select whichever sheets you wish
to add to your protected workbook and
click the Import Sheets button, after which
they will be added to your workbook.

Selected Workbook is Protected / XL Guard © x

"Sample Workbook 2 Protected.xlsm" is a protected workbook.
Please enter the workbook's password to import your selected
sheets.

| Show Password

OK Cancel Import

Import worksheet(s) from another workbook:

For best results, please make sure that:

= The workbook you will import from is unprotected

= The workbook you will import from has no VBProject protection
= The sheets you will import are unprotected

= The sheets you will import are visible

Selected Workbook:
Sample Workbook 1.xlsm

gp ZZ:; Select Workbook

Sheet3
Select All
Deselect All

Import Sheets

Close \ Cancel

If the workbook or sheet that
you are attempting to import is
password protected, you will be
prompted to enter the password
before the file can be imported.
This is to protect the data of
other Excel users.

Alternately, before attempting to import, you can open the Excel file that you
wish to import, go to the Review tab, and press the Unprotect Workbook or
Unprotect Sheet button, enter the password to unprotect and then save the file.

LE T Hj i L - H T ‘ Unprotect Workbook ? X
Protect Protect Allow Edit Unshare rassword:
Sheet Workbook Ranges Workbook
Protect OK Cancel
XIE;nS PROTECT YOUR DATA FROM PRYING EYES 21
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Workbooks with Protected VBA Code:

If a workbook include password protected VBA Project module, you must
remove the password from the VBA Project before attempting to import and
then save the workbook.

After selecting the desired sheets to import (from the unprotected VBA
Project workbook), any VBA code will be stripped from the imported sheets.
Once you imported the desired worksheet/s you can password protected
the VBA project again.

Support

Thank you for choosing the XL Guard Standard Edition. To report any
bugs or request support for your paid application, please reach out
to support@XLforms.com.
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